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Correct the Teacher: The Data Protection Act (answers)
There are 10 mistakes – can you find them all?

The Data Protection Act was passed in 1988 (1998).  Its purpose is to ensure that any private (personal) data collected about an organisation (a living individual) is collected, processed and stored in a proper and secure manner.  
There are various terms that are important to understand in relation to the DPA.  One of these is, ‘data individual (subject)’.  This is the person that the data is being collected or stored about.  A ‘data employee (user)’ is a person who will access, use and /or process the personal data as part of their job.  The ‘data manager (controller)’ is a named person in the organisation who is responsible for ensuring that customers know about the DPA (the DPA is adhered to at all times).
There are six (eight) principles in the DPA which must be followed.  These include how data should be collected,  what type of data can be collected, what it can be used for and how it should be stored.

There is some data which organisations cannot routinely collect.  This is known as ‘private (sensitive) data’ and it includes things such as shoe size, salary and marital status (ethnic origin, religion and criminal records).  However, this information can be collected if the organisation can give a valid reason as to why it requires the information.
Fill in the Gaps - answers

Because I am collecting PERSONAL data such as a persons’ NAME, address and date of birth, I will have to make sure that I collect and STORE this data according to the EIGHT principles of the DATA Protection Act (1998).

The eight principles are:

DATA MUST BE:

1. Processed FAIRLY and lawfully

2. Processed for limited purposes

3. Adequate, relevant and not EXCESSIVE
4. Accurate

5. Not kept LONGER than necessary

6. Processed in accordance with the data SUBJECTS’ rights

7. Kept SECURE
8. Not TRANSFERRED to any country outside the EU without similar LEGISLATION.
Theory task 2 – answers

1. A data subject is a living person who has data stored about them on a computer system or on paper.

2. A data user is an organisation or individual who stores and uses personal data about data subjects on a computer system or paper.

3. The Data Protection Act was introduced because a vast amount of personal data was being stored about individuals.  Its aim was to ensure that this data was collected properly, kept safe and not misused by organisations.

4. Any four of these:

· Data users must register

· Data must be obtained lawfully

· The consent of the data subject must be sought

· Data must be obtained fairly

· Data must be up to date

· Data can only be used for the specified purpose

· Data must be accurate

· Data must not be kept for longer than necessary

· An individual is entitled to have access to the data stored on themselves.

5. Any of these examples:

· Age 

· allergies

· blood pressure

· weight

· details of past illnesses

· immunisations/injections given

· information about past visits

· medication being taken

6. Any three of the following:

· Passwords

· Usernames

· Levels of access

· Encryption

· Screen saver

· Physical security e.g. locks, bolting the computer down, burglar alarm (only allow one)

7. Sensitive data is any which might be used against the person in a prejudicial manner, for example:

· sexuality

· membership of a trade union

· political ideas

· criminal records

· medical history

8. A company is only allowed to sell personal data if it has specifically stated its intention to do so in the Data Register.

Must have collected the customer’s permission.

9. She can write a letter to the loan company asking to see what information they have stored on her.  If any information is incorrect, the company must amend it right.

She may have to pay a £10 fee.

10. a. covered

b. covered

c. not covered

d. covered

e. not covered

Task 3 - answers

1. 1984/1998

2. Register with the DPA

3. Lots of possible answers. Here are a few suggestions: doctors, dentist, school, bank, etc.

4. Suggested answers are: parents’ names, contact telephone numbers, exam entries, attendance data, etc.

5. Police, tax, national security, private and personal use

6. Possible answers include: passwords; restricted access to machines

PAGE  
4
© www.teach-ict.com   All Rights Reserved

